
 

  

 

 

PROJECT: 
SEXUAL GROOMING 

OF MINORS 
 

 

 

Sexual grooming of minors refers to the 
process by which an adult establishes a 
relationship with a minor to gain their 

trust for the purpose of sexual 

exploitation or abuse. 
 

This often occurs on various 

social media platforms where 
communication is facilitated, making 

it crucial for parents to be aware 

and take steps to safeguard their children.  
 

 

 

SAFETY MEASURES TO PROTECT CHILDREN: 
 

• Educate Your Child:  
o Talk openly with your child about online interactions' 

potential risks and dangers. 
o Ensure they understand the importance of privacy and 

not sharing personal information online. 
• Establish Open Communication:  



 

o Create an environment where your child feels 
comfortable discussing their online experiences with you. 

o Encourage them to report any uncomfortable or 
suspicious interactions. 

• Set Privacy Settings:  
o Help your child configure privacy settings on their social 

media accounts to control who can see and interact with 
their profile. 

• Monitor Online Activity:  
o Regularly check your child's online activity, including 

friend lists, messages, and posts. 
o Consider using parental control software to track and 

manage their online presence. 
• Teach Critical Thinking:  

o Help your child develop critical thinking skills to evaluate 

online content and identify potential dangers. 
o Discuss the importance of not trusting strangers, even in 

online environments. 
• Recognise Warning Signs:  

o Be aware of signs that may indicate online grooming, 
such as excessive secrecy, withdrawal from family and 

friends, or sudden changes in behaviour. 
o Watch for inappropriate or suspicious messages or 

requests. 
• Encourage Reporting:  

o Teach your child to immediately report uncomfortable or 
inappropriate conversations to you or a trusted adult. 

• Supervise Online Friends:  
o Regularly review your child's list of online friends and 

ensure they only connect with people they know in real 

life. 
• Limit Screen Time:  

o Set reasonable limits on your child's screen time and 
ensure they have a healthy balance between online and 

offline activities. 
• Be a Positive Online Role Model:  

o Demonstrate responsible online behaviour and establish 
guidelines for using social media. 

o Show your child how to engage positively and 

respectfully in online communities. 

 

 

GROOMING TECHNIQUES: 

• Building Trust:  

o Predators may spend time establishing trust and 
friendship with the child, posing as someone 

sympathetic, understanding, or supportive. 



 

• Emotional Manipulation:  
o Groomers often use emotional manipulation to create a 

sense of dependency, making the child feel special, 
understood, or cared for. 

• Gifts and Favours:  
o Predators offer gifts, money, or other favours to create a 

sense of indebtedness in the child. 
• Isolation:  

o Groomers try to isolate the child by discouraging them 
from spending time with friends or family, making them 

more dependent on the predator. 
• Secrecy:  

o Groomers often insist on keeping the relationship a 
secret, making the child feel that they need to hide the 

interactions. 

• Gradual Escalation:  
o Grooming typically involves a gradual progression from 

innocent conversations to more explicit or inappropriate 

discussions and requests. 

 

 

RED FLAGS OF GROOMING: 

• Excessive Secrecy:  

o It could be a red flag if your child becomes unusually 
secretive about their online activities, refuses to share 

details, or becomes defensive when questioned. 
• Sudden Changes in Behaviour:  

o Look for sudden shifts in your child's behaviour, mood, or 
interests. 

o Grooming can cause emotional distress and may manifest 
as withdrawal or mood swings. 

• Unexplained Gifts or Money:  

o It may be a sign of grooming if your child receives gifts, 
money, or other items without a clear explanation. 

• Inappropriate Conversations:  
o Be vigilant for any online conversations that seem overly 

personal or inappropriate or involve discussions about 
sex, relationships, or explicit content. 

• Isolation from Friends and Family:  
o Groomers may try to isolate the child from their usual 

social circles. 
o Pay attention if your child starts avoiding friends or 

family gatherings. 
• Excessive Use of Social Media:  

o Spending excessive time online or on social media, 
especially during late hours, might indicate that your 

child is engaging with someone inappropriately. 



 

• Changes in Sleep Patterns:  
o Grooming may lead to stress or anxiety, causing changes 

in sleep patterns. 
o Be attentive to sudden insomnia or excessive sleeping. 

• Unexplained Knowledge:  
o If your child suddenly possesses knowledge or language 

inappropriate for their age, it might indicate exposure to 
explicit content or conversations. 

• Overly Attached to a New "Friend":  
o If your child becomes overly attached to an online friend 

you don't know or have not met, it's a cause for concern. 
• Reporting from Other Children:  

o Sometimes, peers or friends may notice unusual 
behaviour before parents do. 

o Encourage open communication among your child's 

friends. 

 

 

 

If you notice any of these signs or have 
concerns about your child's online 

interactions, it's crucial to maintain open 
communication. Talk to your child about 
their online experiences and promptly 

address any discomfort or suspicion. 
If you suspect grooming, report it to law 
enforcement and the platform where the 

communication occurs. 
 

Specialised Security Services is also able 
to assist in safeguarding and thoroughly 

tracking your child's online activity. 
 

Do not hesitate to contact Mr Mike Bolhuis 

if you have any concerns regarding your 
child's online interactions. 

  

 



 

Specialised Security Services invites the 
public to the Mike Bolhuis Daily 

Projects WhatsApp Group. 

  
This group is important in delivering insights 

into the latest crime trends, awareness, 

warnings and the exposure of criminals. 
 

 

 

 

HOW TO JOIN THE MIKE BOLHUIS DAILY PROJECTS 
WHATSAPP GROUP:  

• Simply follow the link to our dedicated WhatsApp group:  
o https://chat.whatsapp.com/Dys4JLOFTXCBgXBdXeEvzU 

• "JOIN" to ensure you never miss our daily updates. 
• You will receive automatic notifications as soon as a new 

project is placed. 

• Please share this with family, friends and colleagues.  

 

 

 

Visit our Facebook page and our 
website for other current projects: 

• https://www.facebook.com/MikeBolhuisOfficial 
• http://www.mikebolhuis.co.za 

 

 

 

ALL INFORMATION RECEIVED WITH REGARD 
TO THE PROJECTS WILL BE TREATED IN THE  

STRICTEST CONFIDENTIALITY AND 
EVERY IDENTITY WILL BE PROTECTED. 

 

 

You may forward this document. 
 
 

 
 

  

https://chat.whatsapp.com/Dys4JLOFTXCBgXBdXeEvzU
https://www.facebook.com/MikeBolhuisOfficial?mc_cid=99436bbcaa&mc_eid=UNIQID
http://www.mikebolhuis.co.za/


 

Regards, 
 
Mike Bolhuis 

Specialist Investigators into 
Serious Violent, Serious Economic Crimes & Serious Cybercrimes 
PSIRA Reg. 1590364/421949 

Mobile: +27 82 447 6116 
E-mail: mike@mikebolhuis.co.za 
Fax: 086 585 4924 

Follow us on Facebook to view our projects - 
https://www.facebook.com/MikeBolhuisOfficial 

 
 
EXTREMELY IMPORTANT: All potential clients need to be aware that owing to 

the nature of our work as specialist investigators there are people who have 
been caught on the wrong side of the law - who are trying to discredit me - 
Mike Bolhuis and my organisation Specialised Security Services - to get 

themselves off the hook. 
 
This retaliation happens on social media and creates doubt about our integrity 

and ability. Doubt created on social media platforms is both unwarranted and 
untrue. 
 

We strongly recommend that you make up your minds concerning me and our 
organisation only after considering all the factual information - to the exclusion 
of hearsay and assumptions. 

 
Furthermore, you are welcome to address your concerns directly with 
me should you still be unsatisfied with your conclusions. While the internet 

provides a lot of valuable information, it is also a platform that distributes a lot 
of false information. The distribution of false information, fake news, slander 
and hate speech constitutes a crime that can be prosecuted by law. Your own 

research discretion and discernment are imperative when choosing what and 
what not to believe. 
 

STANDARD RULES APPLY: Upon appointment, we require a formal mandate 
with detailed instructions. Please take note that should you not make use of 
our services – you may not under any circumstance use my name or the name 

of my organisation as a means to achieve whatever end. 
 
POPI ACT 4 of 2013 South Africa: Mike Bolhuis' "Specialised Security 

Services" falls under Section 6 of the act. Read more 
here: https://mikebolhuis.co.za/popi-act-4-of-2013-section-6-mike-bolhuis/ 

 

 

 

SSS TASK TEAM: 

https://mikebh.link/sss-task-team 

 

SSS CYBERCRIME UNIT: 

https://mikebh.link/sss-cyber-team 
 

 

 

http://mike@mikebolhuis.co.za?mc_cid=99436bbcaa&mc_eid=UNIQID
https://www.facebook.com/MikeBolhuisOfficial?mc_cid=99436bbcaa&mc_eid=UNIQID
https://mikebolhuis.co.za/popi-act-4-of-2013-section-6-mike-bolhuis/?mc_cid=99436bbcaa&mc_eid=UNIQID
https://mikebh.link/sss-task-team?mc_cid=15390ec313&mc_eid=UNIQID
https://mikebh.link/sss-cyber-team?mc_cid=15390ec313&mc_eid=UNIQID


  

 

 

  

 

 

  

 

 

  

 

 

  

 

    

 

 

Copyright © 2023 Mike Bolhuis Specialised Security Services, All rights reserved. 

You are receiving this email to inform and keep you up to date with violent and/or economic 

crimes. So that you can inform and protect your loved ones and everyone you know. 

 

Our mailing address is: 

Mike Bolhuis Specialised Security Services 

Po Box 15075 Lynn East 

Pretoria, Gauteng 0039 

South Africa 

Add us to your address book 

 

Want to change how you receive these emails? 

You can update your preferences or unsubscribe from this list. 
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