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Social media has become integral to our daily lives, 

allowing us to connect with friends and family, 

share our thoughts and experiences, and even 

conduct business. 

 

However, social media has come with the rise of 

cyberbullying, harassment, and other forms of 

online abuse. Choosing social media platforms that 

prioritise user safety and have protocols to prevent 

and address cyberbullying is important. 

 

Here are the top five social media platforms  

ranked for safety and cyberbullying 

prevention, from best to worst. 
 

 
 
 
 
 
 



1. INSTAGRAM:   

• Instagram is widely recognised as the safest social media platform. 
• It has a robust set of safety tools and protocols, including reporting and 

blocking abusive content and users, filtering out offensive comments, 
and limiting unwanted interactions. 

• Instagram also has a team of moderators who review flagged content 
and can remove it if it violates community guidelines.  

• Furthermore, the platform has implemented features like the "Support 

Requests" tool, which allows users to get help from Instagram if they 
are experiencing harassment or bullying. 

  
  

2. FACEBOOK:   

• Facebook has been around for over a decade and has faced criticism in 
the past for its handling of online abuse. 

• However, in recent years, the platform has implemented several safety 
protocols, including reporting abusive content, blocking users, and using 

tools to limit unwanted interactions. 
• Facebook also has a team of moderators who review flagged content 

and remove it if it violates community guidelines. 

• Additionally, Facebook has implemented several features to prevent 
cyberbullying, such as the ability to turn off comments on posts and use 
privacy settings to limit who can see and interact with your content.   

  

  

3. TWITTER:   

• Twitter has faced criticism in the past for its handling of online abuse 
and harassment. 

• However, in recent years, the platform has made progress in 
implementing safety protocols, such as the ability to report abusive 

content and block users. 
• Twitter also has a team of moderators who review flagged content and 

remove it if it violates community guidelines. 

• The platform has also implemented features like the "Mute" tool, which 
allows users to mute specific words, phrases, or accounts to limit 
unwanted interactions. 

  

  

4. SNAPCHAT:   

• Snapchat has been criticized in the past for its lack of safety protocols 
and tools to combat cyberbullying. 

• However, in recent years, the platform has made some progress in 

implementing safety features, such as reporting abusive content and 
blocking users. 

• Snapchat also has a team of moderators who review flagged content 

and remove it if it violates community guidelines. 
• However, the platform still lacks many safety tools and protocols other 

social media platforms have implemented. 



 

  
 

5. TIKTOK:   

• TikTok is currently recognised as the least safe social media platform for 
cyberbullying prevention. 

• While it has implemented several safety tools, such as the ability to filter 
comments and turn off direct messages from strangers, the platform still 
lacks some safety protocols other platforms have in place. 

• TikTok has also faced criticism for its content moderation and user 
safety handling. 

• TikTok needs to be more proactive towards cyberbullying prevention 

instead of just reacting to reports of abusive behaviour. 
• It is worth noting that while TikTok is recognized as one of the safer 

social media platforms, TikTok South Africa currently only has a 

marketing presence in South Africa. 
• The company can do more to prevent cyberbullying on the platform and 

be more proactive towards it instead of just reacting to reports of 
abusive behaviour. 

• Social media platforms need to take a proactive approach to 

cyberbullying prevention. 
• TikTok South Africa can take the lead in creating a safer online 

environment for users in the country by implementing more safety 

protocols and tools to prevent and address cyberbullying. 

 

 

Management teams of responsible social media 

platforms are aware of the existing problems –  

this does not relieve users of their responsibility to 

be cautious and enlightened as criminals are 

resourceful and constantly looking for a gap to 

infiltrate systems. 

 

One must be aware of your own vulnerabilities and 

educate yourself and your children in handling 

unacceptable situations that may arise as a direct 

result of social media.  
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• https://mikebh.link/QyA5cg 
• https://mikebh.link/riTdKC 
• https://mikebh.link/HDZs6v 

 

   

 

CONTACT MR MIKE BOLHUIS FOR ADVICE, 
RECOMMENDATIONS, SECURITY, PROTECTION, 

OR AN INVESTIGATION IF NEEDED. 
 

 

ALL INFORMATION WILL BE TREATED WITH THE 
UTMOST PRIVACY AND CONFIDENTIALITY. 

 
FORWARD THIS DOCUMENT TO EVERYBODY. 

 

Regards, 

 
Mike Bolhuis 
Specialist Investigators into 

Serious Violent & Serious Economic Crimes 
PSIRA Reg. 1590364/421949 
Mobile: +27 82 447 6116 

E-mail: mike@mikebolhuis.co.za 
Fax: 086 585 4924 
Follow us on Facebook to view our projects - 

https://www.facebook.com/MikeBolhuisOfficial 
 
 

EXTREMELY IMPORTANT: All potential clients need to be aware that owing to 
the nature of our work as specialist investigators there are people who have 
been caught on the wrong side of the law - who are trying to discredit me - 

Mike Bolhuis and my organisation Specialised Security Services - to get 
themselves off the hook. 
 

This retaliation happens on social media and creates doubt about our integrity 
and ability. Doubt created on social media platforms is both unwarranted and 
untrue. 

 
We strongly recommend that you make up your minds concerning me and our 
organisation only after considering all the factual information - to the exclusion 

of hearsay and assumptions. 
 
Furthermore, you are welcome to address your concerns directly with me 

should you still be unsatisfied with your conclusions. While the internet 
provides a lot of valuable information, it is also a platform that distributes a lot 
of false information. The distribution of false information, fake news, slander 

and hate speech constitutes a crime that can be prosecuted by law. Your own 
research discretion and discernment are imperative when choosing what and 

https://mikebh.link/QyA5cg?mc_cid=3a74c277c9&mc_eid=UNIQID
https://mikebh.link/riTdKC?mc_cid=3a74c277c9&mc_eid=UNIQID
https://mikebh.link/HDZs6v?mc_cid=3a74c277c9&mc_eid=UNIQID
http://mike@mikebolhuis.co.za?mc_cid=3a74c277c9&mc_eid=UNIQID
https://www.facebook.com/MikeBolhuisOfficial?mc_cid=3a74c277c9&mc_eid=UNIQID


 

what not to believe. 
 

STANDARD RULES APPLY: Upon appointment, we require a formal mandate 
with detailed instructions. Please take note that should you not make use of 
our services – you may not under any circumstance use my name or the name 

of my organisation as a means to achieve whatever end. 
 
POPI ACT 4 of 2013 South Africa: Mike Bolhuis' "Specialised Security 

Services" falls under Section 6 of the act. Read more 
here: https://mikebolhuis.co.za/popi-act-4-of-2013-section-6-mike-bolhuis/  
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You are receiving this email to inform and keep you up to date with violent and/or economic 

crimes. This is important to enable you to inform and protect your loved ones and everyone 

you know. 

  

Our mailing address is: 

mike@mikebolhuis.co.za 

Mike Bolhuis Specialised Security Services 

Po Box 15075 Lynn East 

Pretoria, Gauteng 0039 

South Africa 

  

Add us to your address book 

Want to change how you receive these emails? 

You can update your preferences or unsubscribe from this list. 
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