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We are receiving more and more cases referred to us by adult children with regards to their affluent, 
divorced or widowed parent, trapped in a relationship with a younger man or woman whom the rest of the 
family do not trust. By this time the lonely and elderly parent is already head-over-heels in love and not 
listening to any reasoning.  
 
The Sweetheart Scam is one of the most widely utilized modes of preying upon a victim for financial gain. 
It’s a scheme that can be perpetrated online or in person.  
 
The perpetrators have infiltrated the parent's life to such an extent that they have won over their 
devotion, loyalty, trust and at that stage probably quite a large sum of money too. They spin a web of 
elaborate lies and promises and even when they have spent or lost all of the money, they will continue 
with their schemes and their deceit. They will improvise another sly system of how they will get the lost 
money back or even double it.  
 
And then, when the last cent is spent, they will disappear without a trace. 

 

WAYS TO IDENTIFY A WOLF 
IN SHEEP'S CLOTHING 

  
1. THEY USE YOUR EMOTIONS. 
Emotions are key to these predictors. They manipulate affluent, divorced women and men with continuous 
and repeated compliments, early and exaggerated love-declarations, and promises they never intend to 
keep. These scammers are cunning and manipulative, with a glib and superficial charm. 
 
2. THEY MOVE FAST. 
Their aim is to quickly build trust to get what they want from you in the most efficient manner before they 
move on to the next victim. They will force the relationship to escalate much quicker than a normal 
relationship. They completely lack remorse or guilt and will only focus on the end-goal, which is self-
enrichment. 
 
3. THEIR STORY DOESN'T ADD UP AND IS NOT CONSISTENT. 
If you feel like they’ve fabricated parts of their story or obviously embellished details, then watch 
out. Anyone that does this has other agendas like trying to impress you and build rapport. 
 
4. THEY LOOK TROUBLED. 
They look troubled and can seem to be unreasonably agitated when things do not go their way. They are 
never truly in the moment but make the sweetheart out to be the guilty party. They live a parasitic 
lifestyle, deceiving everyone they come into contact, with their grandiose self-esteem. They will never take 
any responsibility for their own actions. 
 
5. THEY ARE IMPATIENT. 
They’re impatient. As they are only out for themselves, they want to get it done quickly. They don’t deal 
with normal conversation well because that’s not what they want. If they are pushy and nervous, be wary. 
  

 
 
 



 

WAYS TO PROTECT YOURSELF AGAINST THESE SCAMMERS 
 
1. BE HONEST WITH YOURSELF. 
Look in the mirror and ask yourself the most important question: “Why would a much younger individual 
want anything to do with me?” 
What is this person getting out of a relationship with you? If you discover anything pertaining to money in 
your answer, you know you are heading for trouble. 
 
2. NEVER TRANSFER MONEY TO ANYONE.  
This is especially important if you’re communicating with a stranger living overseas whom you’ve never 
met in person. 
 
3. KEEP IN TOUCH WITH YOUR FAMILY AND LONG-STANDING FRIENDS. 
Share your new social interests and friendships with them. Your loved ones usually have your best interest 
at heart and can be trusted to provide honest advice and guidance. 
 
3. DO YOUR HOMEWORK. 
Many people have left permanent digital footprints that even minimally tech-savvy individuals can find. 
Use Google to search for additional information on new individuals you meet and cross-check the 
information they’ve told you about themselves. Even if things appear to match up, don’t assume they’re 
telling you the truth. Scammers often go to great lengths to pose as another person or create a believable 
online presence that backs up their phony story.  
 
4. PURSUE REAL RELATIONSHIPS. 
Pursue relationships face-to-face. Avoid online dating if at all possible. Take your time in getting to know 
the other person. 
  

LOOK OUT FOR/EASY CHECKS 
  

1. He/she will only make contact via Whatsapp/email.  
2. They will avoid video calls and even the cellphone. 
3. The person would have various reasons why they are not able to call. 
4. Most of the scammers will fabricate a lie or have a high profile job, in some international companies: oil 
rigs, UN doctors labouring in poor countries, even companies such as IBM, etc.  
5. This is part of their manipulation as they would want to seem excessively rich doing good for those in 
need. 
6. Although they pretend to be rich, they would always need money for some type of endeavour: 
passports; bribing militia to smuggle them out of some life-threatening situation. 
7. They will go to extremes to convince their victims. They will create airplane tickets and bank 
statements, as they slowly reel their victims in to feel sorry for them and to pay money over to rescue 
them. 

 

 
 
 
 
 
 
 
 
 



 

ACTUAL CASE EXAMPLE 

  



 

 

 

 

  



 

 

If you have any information to assist with any of our investigations, 
kindly contact us immediately. 

All information will be treated in the strictest of confidence. 

  

  You may forward this document to anyone interested/involved. 

 

 

Previous project documents:  
 
https://mailchi.mp/9454c0121a06/project-knocks-and-scams 
 
https://mailchi.mp/2a1f655f2fb9/knocks-scams 
 
https://mailchi.mp/b271d5db6bee/project-knocks-scams 
 
https://mailchi.mp/67b2ada55854/project-knocks-scams 
 
https://mailchi.mp/0400475b932e/project-knocks-scams 
 
https://mailchi.mp/2f0cc19014df/project-knocks-scams 
 
https://mailchi.mp/c19437d7a2b2/project-knocks-scams 
  

 

 
Regards 
 
 
Mike Bolhuis. 
Specialist Investigators into 
Serious Violent & Serious Economic Crimes 
PSIRA Reg. 1590364/421949 
Cell no:  0824476116 
International calls:  +27 824476116 
E-mail: mikebolhuis1@gmail.com 
Fax:  086 585 4924 
 



 

Follow us on Facebook to view our projects - https://www.facebook.com/pages/Mike-
Bolhuis/699211183522411?fref=ts 
 
EXTREMELY IMPORTANT: Our biggest enemy is disinformation. If you receive any 
information regarding my organisation that concerns you, please contact me, Mike 
Bolhuis, directly to confirm whether the information is indeed factual or not. 
STANDARD RULES APPLY: Upon appointment, we require a formal mandate with 
detailed instructions. Please take note that should you not make use of our services – 
you may not under any circumstance use my name or the name of my organisation as 
a means to achieve whatever end. 
  

SSS TASK TEAM: 

 

Mr. Werner Koekemoer 

S.S.S Senior Specialist Investigator: Serious Violent Crimes 

Second in Charge (2IC) 

Head: Serious & Violent Crimes 

Head: K9 Unit 

Head: Anti-Poaching Unit 

Head: Crime Prevention 

Head: Anti-Crime Unit 

Head: Crime Intelligence Unit 

Head Covert Operations 

Narcotics & Security Specialist 

Head: Serious Violent Crimes Unit 

Mobile:  +27 82 820 3680 

E-mail: koekies.wk@gmail.com 

Fax:  086 517 1160 

 

Mr. Luke Enslin  

S.S.S Senior Specialist Investigator 

Special Investigations – Project Manager & Investigations Head: SA 00013/00 

BA (Unisa) & National Diploma (Pol.) 

Organized Crime Threat Compiler & Organised Crime Investigator 

Prevention of Organised Crime (POCA) Specialist 

Multidisciplinary Under Cover Operative & Project Leader & Investigator 

Mobile: +27 82 222 5821 

Mobile: +27 79 533 7069 

E-mail: luke.enslin@gmail.com 

 



Mr. Vince Harris 

S.S.S Senior Specialist Investigator: Serious Violent Crimes 

Senior Specialist Investigator: Senior Investigator Phase 1 / 2 / 3 

Mobile: +27 82 673 1830 

E-mail: vinceharris0@gmail.com 

  

Mr. Koos Gerber 

S.S.S Senior Specialist Investigator: Serious Violent Crimes 

Head: Protection Unit 

K9 Unit 

Track & Tracing Unit 

Risk Analysis Unit 

Mobile: +27 82 952 6909 

Email: kooscastle@gmail.com 

 

Mr. Ivan Barnard 

S.S.S Specialist Investigator: Internet Fraud 

Head of Cybercrime Division - Email Scams, Internet Scams & Internet Fraud 

Cryptocurrency & Blockchain Specialist 

Certified MCP 

White Hat – Ethical Hacker 

Darkweb Expert 

Mobile: +27 82 990 3411 

E-mail: ivan.barnard@gmail.com 

  

Mr. Anton Bonthuys 

S.S.S Specialist Investigator 

Specialist Data Analyst 

IBMi2 Specialist 

Telecommunication Specialist 

Specialist Investigator - Money Laundering 

Mobile: +27 83 236 1598 

E-mail: anton@aabranding.co.za 

  

Mr. Jaco Hugo 

S.S.S Specialist Investigator 

Serious Economic Crimes & Serious Violent Crimes 

K9 - Patrol/Explosive/Narcotics Specialist 

K9 – Tracking/Mine Detection Specialist 

AVSEC Specialist 

Manual Demining Trainer 



Covert Operation Specialist 

Crime Prevention Specialist 

Crime Intelligence Specialist 

Mobile: +27 73 436 6101 

E-mail: jacohugo1967@gmail.com 

 

Mr. Cecil Benade 

S.S.S Senior Specialist Investigator: Serious Violent Crimes 

K9 - Drug Enforcement Unit 

K9 - Visual Tracking Unit 

K9 - Explosive Identification Unit 

Mobile: +27 82 459 2555 

E-mail: cecilbenade75@gmail.com 

 

Mr. Tony Naidoo 

S.S.S Specialist Investigator: Serious Violent Crimes 

Intelligence Gathering & Covert Operations Specialist 

Serial Killing Investigation Specialist 

Kidnapping Investigation Specialist 

Armed Robbery Investigation Specialist 

Fraud Investigation Specialist 

Mobile: +27 63 248 7260 

E-mail: tonynaidoo1970@gmail.com 

  

Mr. Johan van der Schyff 

S.S.S Specialist Investigator 

Intelligence Collection & Covert Investigations 

Internal Threat (call center/control room) Investigations 

Criminal Incident Liability Claims Investigations. 

Mobile: +27 63 44 55 931 

E-mail: jvdschyffsss@gmail.com 

 

Mr. Vaughan Schwartz 

S.S.S Specialist Investigator 

Serious Economic Crimes   

National Chief Specialist Investigator 

Serious Economic Crimes   

B.Proc (UNISA) & Nat. Dip. Police Admin. (RSA Tek) 

Qualified Attorney & Conveyancer 

Mobile: +27 79 347 5691 

Email: vaughanschwartz@icloud.com 



Mrs. Daniëlle Van Ede 

S.S.S.Specialist Investigator Criminologist 

Serious Economic Crimes 

Crime Information Analyst and Criminal Profiler 

Expert Criminal Investigator Involving Female Offenders and Personality Disorders 

BA (Pretoria) BA HONS (Criminology) (Monash) 

Mobile : +27 456 0367 

Email : daniellevanede@icloud.com  

Mr. Morney Vos 

S.S.S Senior Specialist Investigator 

Commercial Crime Investigation 

Vehicle Crime Investigation 

K9 - Patrol/Explosive Specialist 

K9 - Tracking Specialist 

Mobile: +27 66 212 5193 

E-mail: sss.morney@gmail.com 

  

Mr. Wilhelm Keyser 

S.S.S Senior Specialist Investigator 

Serious Violent Crimes 

Surveillance Specialist 

Combat & Self Defense Specialist 

VIP Bodyguard 

Risk Analysis Specialist 

Safety & Security Specialist 

Head: Crime Protection Unit 

Mobile: +27 82 772 8957 

E-mail: wilhelmkeyser@yahoo.com 

  

Mr. Hein Jooste 

S.S.S Specialist Investigator 

Crime Prevention Operative 

Crime Intelligence & Covert Operative 

Anti-Hijack & Security Specialist 

Anti-Industrial/Corporate Espionage/Sabotage Specialist 

Tracking & Tracing Specialist 

VIP & Close Protection Operative 

Special Weapons & Tactics Specialist 

Mobile: +27 83 759 8689 

Email: fourways.swordfighting@gmail.com  



 

  

Mr. Brendon Riley 

S.S.S Senior Specialist Investigator 

Bug & Debugging Specialist 

Risk Analysis Specialist 

Alarm & CCTV Expert 

Crime Scene Cleaning Specialist 

Safety & Security Equipment Specialist 

Mobile: +27 83 273 7928 

E-mail: bhriley@mweb.co.za 

 

Mr. Wouter Botes 

S.S.S Senior Specialist Investigator 

Senior Specialist Researcher: 

Serious Economic & Serious Violent Crime. 

S.S.S Company Pilot /Aviation Investigator 

S.S.S Media Platform Investigator 

Mobile: +27 82 769 1389 

E-mail address: lugvaart@gmail.com 

 

Mrs. Lizzy van Niekerk 

S.S.S Social Media Platform Specialist 

Social Media Platform Manager 

Online Community Expert 

Digital Marketing Specialist 

Mobile: + 27 74 301 3031 

E-mail: lizzy@littlerabbitdigital.com  
 

  

 

 


